
The IEEE International Workshop on Information Forensics and Security 
(WIFS) is the major annual event organized by the IEEE Information 
Forensics and Security Technical Committee (IFS-TC) of the IEEE Signal 
Processing Society (SPS). The aims of the event are to bring together 
researchers from relevant disciplines to discuss challenges, exchange new 
ideas, and to share state-of-the-art results and technical expertise. 
The 16th edition of WIFS will take place in Rome, Italy, hosted by Roma Tre 
University, from December 2 to December 5, 2024.

The organizing committee invites proposals for innovative and high-quality 
special sessions on emerging topics, which complement the regular 
program of the conference. Special sessions should both provide an 
overview of the state of the art in the proposed field, and highlight the 
most promising research directions, trends and issues. Special session 
proposals will be evaluated based on the proposed topic, the expected 
impact, the expected quality of the contributed papers, and the session 
organizers and contributing authors. Special session paper submissions will 
be reviewed via the same process used for the regular program, and papers 
are expected to meet the same quality standards. Accepted and presented 
papers will be submitted for inclusion into IEEE Xplore.

The organizing committee invites proposals for demonstrations of 
applications in information forensics and security topics. Demos are 
intended as real, practical, and interactive proof of the presenters' research 
ideas and scientific or engineering contributions, with the goal of providing 
researchers and practitioners with the opportunity to discuss working 
systems, applications, prototypes, or proof-of-concepts. Accepted and 
presented demos will be described in short papers that will be submitted 
for inclusion into IEEE Xplore.

The organizing committee invites proposals for challenges addressing 
problems that will engage and excite the information forensics and security 
research community. Organizers should design challenges to make the 
results replicable by others, thus requiring a formal benchmark (which may 
include a test set). Organizers will have to evaluate the submitted 
results/models, and will be asked to summarize the outcomes in a paper to 
be presented at the workshop and submitted for inclusion into IEEE Xplore.

For more information, please visit https://wifs2024.uniroma3.it/ or send an 
email to wifs2024.contributions@uniroma3.it.
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